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Arm Away arm [Password]) / [Tag)] + [ T&] Note: One-push
arming does not need
to enter the password

Stay arm
y [Password] / [Tag] + [ ] and supports not to
select area No.
Area away [Password)] / [Tag] +#+ [AreaNo.] +
arm [ &)
Area stay arm | [Password]) / [Tag] +#+ [AreaNo.] +
[ 1]
Disarm Disarm [Password] / [Tag] + [ ]
Area disarm | [Password) / [Tag)] +#+ [Area No.] +
[ &)
Duress [ Duress password] + [ fﬁr] Note: You need to
password configure duress
disarm password on the
control panel WEB
client first.

Silence Silence [Password] + [ (hold>3s) 1]

Relay Enter relay [ Password] + [ %] Note: Use €T
selecting L= and # key to
page select the relay

number, and press the
“4% to confirm.

Settings Settings [Password) + [ &) Note: Only admin and
installer have
permission to operate
this command.

Query Query system | [ password)] + [ ) Note: Only admin,

failure

installer and
operators have
permission to operate
this command.
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Alarm Fire alarm [(Hold >3s) ]

Panicalarm | [(Hold >3s) 1]

Medical [ (Hold >3s) 1]
alarm

Note:

1. [Tagl here means short swiping (swipe time < 3 s).

2. Inrelay page: Use “:_"T“, L= and# key to select the relay number, and press the “% to
confirm.

3. Inarea page: Use {_"T", L= and# key to select the area number, and press the '@', T or
B to confirm.

4. The password operation instructions mentioned above will first display all system faults and all

zone faults of the current control panel. You need to confirm faults by the # key, and then
perform the function of the next command (except for the query system fault command. After
you confirm the fault, the command will end).

Arming process:

® When the control panel starts the arming process, the keypad supports three stages of the
arming process, including arming waiting, fault confirmation, and exit delay.

(1) Arming waiting stage: the keypad displays "Arming waiting".

(2) Fault confirmation stage: The keypad displays all system faults and operating area zone
faults. If it is an away arming operation, confirm with the away arm key; if it is a stay arming
operation, confirm with the stay arm key, and use the disarm key to cancel the fault.

(3) Exit delay stage: the keypad displays "Exit delay xxx s ", and the buzzer counts down.

Note: It only appears when the zone is the delay zone. Otherwise, the keypad displays the
arming result.

® Skip the arming delay through the arm key.

Note: For away arming operations, this operation is also away arming; and for stay arming
operations, then this operation is also stay arming.

® Cancel the arming through the disarm key.
® Result:

Success: The corresponding arming indicator lights for 5 s and then lights off, and the voice
prompts the operation is successful.
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Fail: The corresponding arming indicator does not light up, and the voice prompts that the
operation has failed.
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Settings

Enter password and press “L toset keypad parameters.

User Management

The keypad displays added users.

1. Select Add User, enter user name and password, and confirm input by # key.
Note:

The user name can’t be edited after adding.

2. (Optional) Select the user to enter the User Parameter page.

3. (Optional) Select Keypad Password, and enter new password to reset the keypad password.

4. (Optional) Select User Permission. Select one permission and enable it by # key. Press “4 to
confirm the permission setting.

5. Select Delete User and confirm by # key.

Tag Management

The keypad displays added tags.

1. Select Add Tag, swipe the tag and enter the tag name.
Note:

The tag name can’t be edited after adding.

2. (Optional) Select Linked User. Select one user and link it by # key. Press %% to confirm the link
setting.

3. Select the user to enter the Tag Parameter page. Select Delete Tag and confirm by # key.
Keyfob Management

The keypad displays added keyfobs.

1. Select Add Keyfob, press the keyfob and enter the keyfob name, and confirm input by # key.

2. Select the keyfob to enter the Keyfob Parameter page. Select Delete Keyfob and confirm by #
key.

OSD Text
Select Textl and Text 2, enter customized content.
Control Panel Lock/Unlock

Select Lock Control Panel or Unlock Control Panel, and confirm by # key.
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Note:

Only the installer has lock and unlock permissions.

When locked, you can only enter the settings page by [Password] + [ “4] .
Bypass/Restore Bypass

1. Select Bypass, and select zones. Confirm by # key

2. Select Bypass Restored, and select zones. Confirm by # key.

Network Management

1. Select LAN, Wi-Fi, Cloud or Cellular Network, and confirm by # key.

2. Disable DHCP by # key, and configure network parameters.
Query

Enter password and press S to check device status.
Select Control Panel Status, Zone Status, Peripheral Status or Area Status to see faults and status.
Select Control Panel Info to see model, serial number and version of the control panel.

Select Keypad Info to see model, serial number, version, bus address and bus status.
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